
Четири 
тематске 
целине: 

Модул 1: Основе Закона о информационој безбедности – шта предузећа 

морају да знају 

 Кључни појмови закона (ИКТ систем, ризик, инцидент, оператор ИКТ система). 

 Обухват и на које се субјекте закон примењује. 

 Новине у односу на претходни закон и разлози повећања регулаторних захтева. 

 Основне обавезе предузећа у погледу превенције, заштите и реаговања на 

инциденте. 

 Усклађеност са NIS2 директивом и значај за пословање. 

 

Модул 2: Управљање ризицима и техничко-организационе мере заштите 

 Методологија процене ризика и обавеза израде акта о процени ризика. 

 Техничке и организационе мере: контроле приступа, сегментација, логовање, 

физичке мере, обука запослених. 

 Годишње ревизије, ажурирања аката и стално унапређење безбедносних пракси. 

 Сарадња са добављачима и уговорне обавезе у области ИБ. 

 Практични примери мера које предузећа морају применити у реалном окружењу. 

 

Модул 3: Улога управе и значај руководства у информационој 

безбедности 

 Одговорност управе и менаџмента по закону (укључујући санкције и управљачку 

одговорност). 

 Информациона безбедност као део корпоративног управљања и стратегије. 

 Креирање политике безбедности и надзор над њеном применом. 

 Управљање ресурсима – финансије, кадрови и алати за сајбер безбедност. 

 Култура безбедности: како руководство утиче на понашање целе организације. 

 

Модул 4: Улога одговорног лица за информациону безбедност и 

реаговање на инциденте 

 Дефиниција и формалне обавезе одговорног лица у складу са законом. 

 Вођење евиденције, праћење стања ИКТ система и координација са Националним 

CERT-ом. 

 Процедура пријаве инцидента у року од 24 часа и даље обавезе (иницијални, 

периодични и финални извештаји). 

 Планирање, тестирање и ревизија планова опоравка (BCP/DRP). 

 Моделирање сценарија и процеса реаговања. 

 

 Динамика и садржај семинара: 



О ПРЕДАВАЧУ 

 

Мр Драган Лазаревић има дугогодишње искуство у области управљања ИКТ 

системима, информационом и организационом безбедношћу, као и вођењу 

комплексних пословних система у домаћим и међународним компанијама. 

 

Ниво високих компетенција из области ИКТ стекао је дугогодишњим 

професионалним радом у компанији „Информатика а.д.“ Београд. Значајна знања 

и искуства стекао је професионалним радом у Нафтној индустрији Србије (НИС), 

где је, између осталог, обављао послове експерта координатора у кабинету 

генералног директора, са фокусом на развој стратешких пројеката и развој 

међународних веза и односа са државним органима. 

Управљачко искуство стицао је на позицијама извршног и комерцијалног 

директора у компанијама у Србији и иностранству, где је био одговоран за организацију пословних 

процеса, дигитално подржано управљање и развој система у секторима енергетике, индустрије и 

информационе технологије. 

Оснивач је LCG Group, консултантске групе специјализоване за управљање предузећима, кризни 

менаџмент и дигиталну трансформацију пословања и енергетику. У свом раду посебно се бави питањима 

управљања ризицима, информационе безбедности и улоге руководства у успостављању етичког кодекса 

и норми. 

Мр Лазаревић је магистрирао на Факултету организационих наука Универзитета у Београду, а додатно се 

стручно усавршавао у областима заштите података, информационих система и рада са ЕУ фондовима. 

Активно је укључен у рад пословних удружења и обавља функцију председника Сектора за ИТ и 

телекомуникације у Унији послодаваца Србије, као и председника Сектора за дигитализацију у 

Енергетском комитету Србије. 

 

 


